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Abstract—Location based services (LBSs), which are useful applications of mobile online social network (mOSN), exploit various geographic properties. Location sharing helps people to share their current locations with designated friends and is one important primitive to construct the LBSs. The recent reports showed that a poorly designed location sharing scheme could easily allow the privacy of users to be violated. Over years, lots of efforts are made to provide a privacy-preserving location sharing, but none of them is satisfactory. To address this issue, we introduce a new location sharing scheme in mOSNs with a strong user privacy protection mechanism such that (a) the user’s current location as well as (b) the list of friends who will learn the user’s current location will be protected from any unintended entity, while the designated friends in the list will learn the exact location of the user. For this purpose, we introduce a new cryptography primitive called the functional pseudonym scheme based on Lagrange polynomial with the public social network IDs of the designated friends. Then, the pseudonym of a user is posted on the server along with the current location of the user. While each user can see every posted messages (pseudonym and location pairs), the actual identity of the originator of each pair can be verified only by designated friends, whose identities are used to compute the pseudonym. Most importantly, unlike any of the existing counterparts, our scheme does not assume neither a trusted server nor pre-established secret among the friends.

I. INTRODUCTION

Recently, smartphone is emerging as one of the most crucial staples in our daily lives as well as for businesses [1]. With the widespread use of smartphone, mobile online social networks (mOSNs), which are using the smartphone as their main platform, are widely adopted for various applications. Using online social networks, people can easily exchange various information such as their thought, knowledge, current status, and location with their friends in a timely manner regardless from their current time and location [2]. Location sharing is one significant building block to implement various kind of location based services (LBSs) applications over mOSNs such as local recommendation service, tracking children, proximity notification among users by using the information [3], [4], [5]. For instance, Foursquare is one of the most popular geosocial service providers, and it allows users to register their current location and share that information with nearby friends. Brightkite and Loopt are also well-known LBSs which exploit the location of each user to push notification messages to his/her friends if they are within a certain area at the same time. Unfortunately, all of those location sharing systems have some level of privacy concerns, i.e. location information exposure. This location privacy violation puts users in unpleasant situations such as unwanted location based advertisements or spams, social reputation or economic damage, be a victim of blackmail, and even stalking or physical violence [6]. Based on our comprehensive survey, we conclude that it is desirable for a privacy-preserving LBS over mOSNs to meet the following four requirements.

(a) Location Privacy: the current location of users should not be tracked by any unintended entity, which includes the service provider.
(b) Spatio-Temporal Relation Privacy: the list of the friends should be completely hidden from unintended entities.
(c) Semi-trusted Server: although a server follows a given protocol correctly, it may try to obtain information as much as possible from LBS system.
(d) Non Pre-established Secret: it is impractical to assume that each pair of users have pre-established secret in mOSNs which a user can make relationship with strangers.

Over years, many schemes have been proposed to preserve user privacy for location sharing system. Among others, SmokeScreen [7], SMILEs [3], [8], and MobiShares [9], [10], [11], [12] are representative examples of privacy preserv- ing location sharing scheme. However, they are not suitable for mOSNs from the point of view of the aforementioned requirements. SmokeScrene have the unreasonably strong assumption of a trusted third party or pre-established secret for each pair of users to help the proximity notification among users. SMILEs require the users, who would like to detect the presence of each other, to be in the same geographic location beforehand at least once and share some secrets. That users encounter with each other to share a secret is not suitable for the concept of mOSNs, in which users can make relationship with strangers and share location information. In
MobiShares, the location service providers can figure out a user’s spatio-temporal relationship by linking queries from the user. Recently, Li et al. proposed a privacy enhanced location sharing scheme for mOSNs [13]. In this scheme, mOSN server consists of two types of servers: a SNS server which provides typical SNS services and location servers which provides a LBS, which is improper because a service provider manages both servers practically. Also, spatio-temporal relation privacy can be infringed by colluding SNS and location servers.

**Contribution of This Paper.** In this paper, we propose a new location sharing scheme with both location privacy and spatio-temporal relation privacy. We observe that in the series of previous systems such as [3], [10], [11], [12], [13], the privacy of users can be invaded essentially because the server has the enough knowledge to determine whether a user and its friend are nearby or not. To address this issue, we rather use the service provider merely as an anonymous bulletin board to broadcast the anonymized location message of a user such that only intended friends of the user of the moment can verify the actual identity of the user. To implement such system, we propose a new cryptographic primitive, namely the functional pseudonym, which is designed based on Lagrange polynomial, to merge the public identities, e.g. social network user ID, of the user’s (temporal) friends into a single value. Then, this value is later added to the anonymized location message. In order to verify the identity of the originator of the anonymized location message, each of the designated friends, whose ID was used to generate the functional pseudonym in the anonymized location message, uses Lagrange interpolation along with its own private information (corresponding to the public ID) to reconstruct a secret and extract the identity and the current location of the originator. In this way, we provide location privacy and spatio-temporal relation privacy at the same time without pre-established secrets among users and without a trusted server.

**Organization of This Paper.** This paper is organized as follows. Section II represents system model, security model, and problem description that considered in this paper, and Section III introduces related work. And we describe our main contribution, privacy-preserving location Multicasting scheme, in Section IV. Section V provides the evaluation for the proposed scheme. Finally, we represent concluding remarks and suggest future research directions in Section VI.

II. PROBLEM DESCRIPTION

This section describes the system model, security model, and problem statement. The notations used in this paper follow Table 1.

**A. System Model**

The proximity notification service is well-known and widely used concept which notify users about who is nearby and at what distance [14]. The location sharing in mOSN is similar concept to the proximity notification, but crucial difference exists that the LBS in mOSN can use social information to make a sharing group for location sharing.

**B. Problem Definition**

Given a set of tuples comprised of pseudonyms and location information in the form $\{(P_1, L_1), (P_2, L_2), \ldots, (P_n, L_n)\}$ for a pre-defined range, the problem addressed in this paper...
lies in finding a subset of tuples \(\{(P_i, L_i)\}_{i=1}^{n}\) generated by friends while preserving two kinds of privacy: location privacy and spatio-temporal relation privacy. Also, such a location sharing scheme should be done with no pre-established secret among friends and no trusted server. In general, for anonymous communication with privacy preservation, a user generates a random string and employs it as his/her pseudonym. In this case, a user as well as an attacker are hard to obtain any information from it. However, users necessarily provide some information to make a social relationship and share location information. Therefore, there is a kind of dilemma between providing information and preserving privacy.

C. Adversary and Security Model

In the scope of this work, we consider every unintended entity, who do not have social relation as well as access permission to location information, including a service provider as potential adversaries. Similar as [6], the adversaries in this study have limited capability in which it can only access the publicly available information and is no more than normal users of mOSNs. We assume honest-but-curious model for mOSN server, which follows a given protocol correctly, but may try to obtain information from communication or stored data as much as possible. In addition, we do not consider that the adversaries hack servers to directly access the social relation and location information. Based on this condition, we consider following attacks what can be done by the adversaries.

(a) **Attacks on location information:** Some of previous works show the possibility of location discovery and tracking. In [14], attackers can expose users location information by trilateration attacks. Also, an automated user location tracking system was developed by [6].

(b) **Attacks on pseudonym:** From a given set of pseudonyms, an attacker may try to obtain an information of identity. Also, the attacker may try to distinguish a subset of pseudonym issued by same user. This information can be abused to track users and predict future location. This attack directly link to the location privacy.

(c) **Attacks on spatio-temporal relation:** An attacker has the ability to eavesdropping messages from wired/wireless communication channel. the attacker nearby a certain user observes the user’s wired/wireless communication to obtain an information of identity and social relationships. A service provider is also a potential attacker. It can collect log data of downloading users’ public identities. By persistent monitoring, the attacker can obtain information about a social relationship among users, furthermore the attacker can infer whole users’ list of friends. This attack directly link to the spatio-temporal relation privacy.

From observation of the system and adversary models, following security models are defined:

(a) **Pseudonym indistinguishability:** an attacker cannot distinguish pseudonyms whether it comes from same user or not;

(b) **Location privacy:** an attacker cannot invade a user’s location privacy regardless of a session. The user’s current location information as well as past and future location information cannot be obtained by the attacker. In addition, an attacker who is not a friends of a user cannot obtain both the user’s identity and location information.

(c) **Spatio-temporal relation privacy:** an attacker cannot obtain any information about friends from a published pseudonym.

D. Preliminaries

We introduce following two important definitions. They are employed for the security of the proposed scheme.

**Definition 1** (Decisional Diffie-Hellman Problem). Consider a cyclic group \(\mathbb{G}\) of order \(q\), and with generator \(g\), the Decisional Diffie-Hellman (DDH) problem [15] is that, given \(g^a\) and \(g^b\) for uniformly and independently chosen \(a, b \in \mathbb{Z}_q\), the value \(g^{ab}\) looks like a random element in \(\mathbb{G}\). Following two uniform and independent probability distributions are computationally indistinguishable in the security parameter, \(n = \log q\):

(a) \(g^a, g^b, g^{ab}\), where \(a\) and \(b\) are randomly and independently chosen from \(\mathbb{Z}_q\)

(b) \(g^a, g^b, g^c\), where \(a, b, c\) are randomly and independently chosen from \(\mathbb{Z}_q\)

**Definition 2** (Lagrange Interpolating Polynomial). The Lagrange interpolating polynomial [16] is the polynomial \(f(x)\) of degree \(\tau - 1\) that passes through the \(\tau\) points \((x_1, y_1), (x_2, y_2), \ldots, (x_\tau, y_\tau)\), and is given by

\[
f(x) = \sum_{\ell=1}^{\ell=\tau} y_\ell \cdot \Delta_{x_\ell} S(x),
\]

where \(\Delta_{x_\ell} S(x)\) is Lagrange coefficient and a set \(S\) of elements in \(\mathbb{Z}_q\):

\[
\Delta_{x_\ell} S(x) = \prod_{x_m \in S, m \neq \ell} \frac{x - x_m}{x_\ell - x_m}.
\]

III. Related Work

Most location based applications need up-to-date user location information to provide better services despite the possibility of user privacy violation [17]. For example, users must disclose their location information to get a location

<table>
<thead>
<tr>
<th>Notation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>(q)</td>
<td>(k)-bit prime number</td>
</tr>
<tr>
<td>(\mathbb{Z}_q)</td>
<td>Integers modulo (q)</td>
</tr>
<tr>
<td>(\mathbb{G})</td>
<td>Cyclic group with prime order (q)</td>
</tr>
<tr>
<td>(g)</td>
<td>Generator of (\mathbb{G})</td>
</tr>
<tr>
<td>(U_i)</td>
<td>User (i)</td>
</tr>
<tr>
<td>(pk_i, sk_i)</td>
<td>Public/private key pair of (U_i)</td>
</tr>
<tr>
<td>(P1_i, S1_i)</td>
<td>Public/private identity pair of (U_i)</td>
</tr>
<tr>
<td>(P_i)</td>
<td>Pseudonym of (U_i), (P_i = {p_1, p_2, p_3})</td>
</tr>
<tr>
<td>(L_i)</td>
<td>Current location information of (U_i)</td>
</tr>
<tr>
<td>(h(\cdot))</td>
<td>A cryptographic one way hash function that satisfies ({0, 1}^* \rightarrow {0, 1}^n)</td>
</tr>
</tbody>
</table>

TABLE I: Notations.
based service. Users can get more precise services if disclose more information, however user privacy can be even more violated. In order to deal this self-contradicting issue, many scheme were proposed to provide a location information in limited circumstance. In 2007, SmokeScreen was proposed to provide flexible presence-privacy controls for presence-sharing on applications with the identities of co-located users, while user’s location information is never revealed without the explicit permission [7]. SmokeScreen also enables presence-sharing among trusted social relationships, as well as untrusted strangers, through trusted brokers which coordinate anonymous communication between them.

MobiShare [9] is a middleware service for mobile wireless terminals and can be used to implement a proximity notification application. However, as the design of MobiShare does not consider privacy and security in mind, the proximity notification system on MobiShare would suffer from various privacy issues. Therefore, MobiShare+ [10], B-Mobishare [11], and N-Mobishare [12], are introduced to address the privacy issue of MobiShare by utilizing multiple pseudonyms and provide a privacy-preserving proximity notification system for mobile online social network. However, Liu et al. [13] pointed out that even though multiple pseudonyms are used for a user, the location server (the service provider who will notify the user if any of the user’s friends are within close proximity) which has the knowledge of the social relation of the user may be able to learn the true identity of the user by linking queries from the same user. Based on this observation, Liu et al. proposed to have multiple location servers so that the degree of knowledge on the user at each server can be lowered. However, if the location servers collude, which are possibly owned by the same service provider, this approach suffers from the same problem that MobiShare+, B-Mobishare, and N-Mobishare suffer.

In 2009, Manweiler et al. proposed SMILE a privacy-preserving “missed-connections” service establishing a connection between users who do not have pre-established social relationship through an untrusted service provider [8]. A trust in the SMILE is based on shared encounters which passively exchanged with nearby peers. However, to share encounter, users must be located in a same place and at a same time at least once. In order to establish a social relationship between users, SMILE has to locate users in a short range of place at the same time. A group of users located in the place shares an encounterkey, and later users in the group located in a short range of place again, they can contact each other through server using the encounterkey to exchange messages. However, in case SMILE is applied to the system model addressed in this paper, the following drawbacks can occur:

(a) **Impractical rendezvous:** Assuming that users must meet each other at least once for a social relationship is not proper. If the user wants to share location information with a lot of users, the user has to meet all of users, which is impractical in the addressed system model.

(b) **Encounter inefficiency:** Since the encounter key is allocated based on location and time, each user has to store a lot of encounter keys for future relationship. When the user A tries to make a relationship with other user B in same place later, the user A will be confronted with a difficulty of finding an encounter key which shared with B. After finding it, the user A sends a message that encrypted using the encounter key to the server, than the server broadcasts the encrypted message to A’s area. Thus the communication overhead increased linearly depending on a number of users in a certain range of area increased.

In 2013, Mohaisen et al. proposed an extended version of SMILE. However, it is also based on encounter and not suitable for our system model due to same reasons as SMILE. Recently, the location based services were extended to geosocial networks [3]. With location-aware capabilities, a geosocial network can offer different types of services, such as location sharing, tracking friends, and local recommendation service. Also, a proximity service was proposed in which alerts the user when any of his friends comes into a certain range of the user [18], [19], [5]. However, the rich functionality comes with increased privacy problem, and this problem includes location, absence, co-location, and identity as a sensitive information [4].

In this application, two different kind of privacy issues exist. The first issue is location privacy, and an approach that an attacker can obtain only location information without identity or vice versa and precise location were considered [19], [5]. The second issue is identity privacy and a quasi-identifier scheme was used to deal with this kind of privacy [20], [21]. Particularly, Mascetti et al. proposed a proximity service with complete privacy [5]. When a proximity service satisfies both location privacy and identity privacy, they said it supports complete privacy. In the scheme, they assume untrusted service providers and curious buddies. For this, Mascetti et al. proposed two new protocols: providing complete privacy with respect to a service provider, and controllable privacy with respect to friends. However, it is not suitable for the system model addressed in this paper because they assume that the user’s friends user are pre-determined, while in this paper it is assumed no pre-established trust. In addition, it has the drawback of being hard for the user to obtain precise friends’ location.

**IV. THE PROPOSED FUNCTIONAL PSEUDONYM BASED LOCATION SHARING SCHEME**

In order to preserve privacy, including location privacy during communication, a randomly generated string as pseudonym can be a simple but effective solution. However, a user as well as a service provider hardly can obtain an information, thus making a social relationship impossible under this circumstance. In order to address this problem, we give a functionality to the pseudonym, namely functional pseudonym, while it still has randomness. Using the pseudonym in the proposed scheme, a user can distinguish whether it was maiden with social relationship with the user or not.

Although pseudonym communication is simple and effective solution to preserve privacy, some attacking schemes, statisti-
A. Setup

By friends. In this point, Lagrange interpolation is used to user, then the user can find a subset of pairs which issued current location with pseudonym to the server. The server wants to receive location information of nearby friends, sends information to share it with friends. Fourth, another user, who Hellman problem. The user uploads it with the current location combining with a random number under Decisional Diffie-Hellman problem. We will prove the robustness of changeable functional pseudonym in Section V. The global parameters are \( \{ q, \mathbb{G}, g \} \). Next, each user \( U_i \) generates a public/private key pair. It picks \( sk_i \in \mathbb{Z}_q \) as private key, and computes \( g^{sk_i} \) as public key. It outputs public/private key pair \( (pk_i, sk_i) \).

B. An Identity

When a user \( U_i \) joins to the application, \( U_i \) needs to register on the server and it can be represented as public identity (PI) which is used to make a social relationship. At this point, all of users and the service provider can obtain PIs. Also, the PI acts as public key in a cryptosystem, and thus the user \( U_i \) stores a related secret identity (SI). At this point, the public identity has property of asymmetric cryptographic key, and the user generates the related secret identity. A general public key cryptosystem such as RSA can be used for public identity. However, it is impossible that put a set of public keys into a single value under such a cryptosystem. Therefore, we design combinable system for users’ convenience based on Lagrange polynomial.

The user \( U_i \) sends PI and its signature to prevent impersonation attack. Without loss of generality, it is assumed that the PI is stored with other information, such as a photo, to identify friends like real social network applications. Unlike notification services, location sharing systems in mOSN can use social information from server. This information can be used for users to control with whom they share location information.

The user can generate public/private identity by following process. The user \( U_i \) randomly generates \( \tau - 1 \) degree Lagrange basis polynomial \( \xi(\cdot) \), picks \( x_i \) and computes \( y_i = \xi(x_i) \in \mathbb{Z}_q \). Then, a \( U_i \) computes \( PI_i = g^{y_i \cdot \Delta x_i \cdot S_i(x)} \), where \( S_i = \{ (x_i, y_i) \} \).

Finally, The \( U_i \) uses \( PI_i \) as public identity and \( (x_i, y_i) \) as secret identity \( SI_i \). Later, the \( SI_i \) will be used to confirm a social relationship from a pseudonym. The \( U_i \) uploads a signature of \( PI_i \), \( \{ PI_i \}_{sk_i} \), to the server. If \( U_i \) allows to provide location privacy for \( U_j \), \( U_i \) adds \( PI_j \) on its list of friends.

C. Privacy on the list of friends

In order to add a friend on the list of designated friends, the user \( U_i \) searches other user’s public identity from the server and adds it on the list of designated friends (Fig. 2 (a)). It is assumed that the user has already the friends list in the server and selects a subset of the list to make the list of friends. In other words, the user \( U_i \) has two kind of list: the friends list and the designated friends list, in which the list of designated friends is subset of friends list. The user \( U_i \) can download an identity of interested user with dummy identities to muddle the service provider. Adding a user \( U_j \)’s identity to the user \( U_i \)’s friends list means that the user \( U_i \) allows to share \( U_i \)’s location information with the user \( U_j \).

In the proposed scheme, a social relationship is represented as the list of friends. The user \( U_i \) downloads public identities of interested users from the server to make the list of friends. Since the service provider is a potential attacker, the proposed

![Fig. 2: Proposed Pseudonym Generation and Location Sharing Protocol](image-url)
scheme has to deal with the privacy of social relationship at this point.

If the user $U_i$ downloads the public identity of a certain user $U_j$, it means $U_i$ has interest on $U_j$. Thus, the service provider can roughly infer the list of designated friends of $U_j$, but no way to assure. For the privacy of social relationship, it is assumed that the user downloads a set of pseudonyms which consists of public identity of $U_j$ and randomly selected users. In addition, it is assumed that the communications between users and the server are anonymized (e.g. with IP and MAC address recycling techniques or Mix Networks [24]) for better privacy.

D. A Pseudonym Generation

Usually a pseudonym is used only for anonymity, however a pseudonym in the proposed scheme has functionality of a friend identification. A user can verify a pseudonym which is generated by one of a friend while hiding the list of friends from a service provider. For this, the proposed scheme generates a pseudonym through three processes.

First, this process generates one more secret to reconstruct secret $\chi$ for a friend when s/he checks the pseudonym. A $U_i$ who provides its location to friends randomly generates $\tau - 1$ degree polynomial $\xi(x)$, picks $x_t$ and computes $y_t = \xi(x_t) \in \mathbb{Z}_q$. Then, a $U_i$ computes $P^t_I = g^{y_t \cdot \Delta x_t, s_t(x)}$.

Second, a $U_i$ merges public identities on its list of friends using $(2, n)$ threshold secret sharing [16] in reverse. A $U_i$ computes Lagrange polynomial based on a set of public identities $S = \{P^m_I\} \cup \{P^t_I\}$, where $m$ is number of friends on the list:

$$P^t_I \prod_{\ell=1}^m P^{\ell}_I = g^{\sum_{t=0}^m y_t \cdot \Delta x_t, s_t(x) + y_t \cdot \Delta x_t, s_t(x)} = g^{f(x)},$$

where $f(x)$ is Lagrange polynomial and sets $\chi = f(0)$ in which uses as secret in which only friends of $U_i$ can reconstruct it.

Next, pseudonym is generated with computed secrete value $\chi$ and Lagrange polynomial $f(x)$. A $U_i$ randomly picks a number $r \in R \mathbb{Z}_q$. A pseudonym of $U_i$ is $g^{y \cdot \Delta x_t, s_t(0)}$.

Finally, a $U_i$ uploads location information $L_i$ with pseudonym $P_i = \{p_1, p_2, p_3\}$ to the server as follows:

$$P_i = \{g^{y \cdot \Delta x_t, s_t(0)}, g^r, h(P^t_I|L_i) \cdot g^{-\chi}\},$$

E. Location Multicasting

After completing the designated friends list, the user $U_i$ generates a pseudonym based on that list. If the user $U_i$ wants to find nearby friends, uploads it with his/her current location information. Then, the server sends a set of pseudonyms and location information pairs of nearby users based on $U_i$’s current location. Finally, the user $U_i$ can find nearby friends by checking pseudonyms using the SI (Fig. 2(b)). For the identity privacy, we assume that this process can be done without login.

From received a set of users information $L_j$, $P_j$, the user $U_i$ computes following formula to confirm whether it is a friend or not:

$$P_j = h(P^t_I|L_j) \cdot g^{-\chi}$$

$$= h(P^t_I|L_j) \cdot g^{-\chi}$$

$$= h(P^t_I|L_j),$$

where $S_i = \{(x_i, y_i)\}$. If the equation holds, the user $U_j$ who is a friend of $U_i$ is on the location $L_j$, otherwise $\bot$.

F. A Pseudonym Update

Whenever the user $U_i$ adds or removes friends from list, it has all to update pseudonyms. In general, $U_i$ re-computes all the secret sharing process again for update. However, for the efficiency reason, the secret $\chi$ is updated by using property of Lagrange polynomial. In case of addition, from a public identity $P^t_{i\alpha} = g^{y_{\alpha} \cdot \Delta x_t, s_{\alpha}}$ of a new friend, the user $U_i$ computes following equation to update new Lagrange polynomial $f'(x)$:

$$g^{f'(0)} = g^{f(0)} \cdot P^t_{i\alpha},$$

Then, $\chi' = f'(0)$ becomes new secret. $U_i$ picks new random number $r' \in R \mathbb{Z}_q$. $U_i$ completes pseudonym as follows:

$$P_i = \{g^{g^{y \cdot \Delta x_t, s_t(0)}}, g^{r'}, h(P^t_I|L_i) \cdot g^{r' \cdot \chi'}\}.$$  

Finally, a $U_i$ uploads $L'_i$, $P'_i$ to the server. Although the pseudonym of $U_i$ was changed, other user and attacker cannot realize the change due to the random number.

On the other hand, in case if $U_i$ removes a $U_{\alpha}$ from the list of friends, it has to perform whole process of pseudonym generation. For the efficient removing process, we assume that users maintain a list of friends’ public identity rather than download it again whenver change occurred. If the user $U_i$ generates a pseudonym with a new random number, a new temporal public identity, and a new secret $\chi'$, then the previous friend $U_{\alpha}$ cannot obtain the location information of $U_i$ anymore.

V. Evaluation

In this Section, we evaluate our scheme in two folds: security and efficiency.

A. Security

The aim of the proposed scheme lies in proximity notification services while preserving two kind of privacy: location privacy, spatio-temporal relation privacy. To evaluate the proposed scheme, security and privacy are proved in three folds. First, a pseudonym is designed with functionality, we should prove the pseudonym has indistinguishability. Second, for security, it is verified if anyone who does not exist on the list of friends cannot obtain the originator’s identity. Third, for the spatio-temporal relation privacy, it is proven if an
attacker can to obtain a friend relationship from a given set of pseudonyms. And then, we describe the efficiency evaluation of the proposed scheme. Since the series of SMILE and MobiShare are the most relevant solution among the related works, a comparison between the two schemes is provided in terms of characteristics overheads.

For the security of our proposed scheme, we define the indistinguishability of pseudonyms [25].

**Definition 3 (Polynomial-time indistinguishability).** Suppose there exist PRGs that have robustness against polynomial-size circuits. Then, a random number made using the PRG has polynomial-time indistinguishability.

Two random numbers $X \overset{\text{def}}{=} \{X_n\}_{n \in \mathbb{N}}$ and $Y \overset{\text{def}}{=} \{Y_n\}_{n \in \mathbb{N}},$ which are uniformly distributed over $\{0,1\}^n$ by the PRG, are indistinguishable in polynomial time if for every probabilistic polynomial-time algorithm $D,$ every positive polynomial $p(\cdot),$ and all sufficiently large $n$'s,

$$|Pr[D(X_n,1^n) = 1] - Pr[D(Y_n,1^n) = 1]| < \frac{1}{p(n)}.$$

Based on the Definition 3, we prove the indistinguishability of functional pseudonyms, which is our main contribution.

**Theorem 1 (Indistinguishability of functional pseudonyms).** Suppose there exist pseudo random generators (PRGs) that have robustness against polynomial-size circuits. Then, a functional pseudonym made with a random number which generated using the PRG has polynomial-time indistinguishability under DDH assumption.

**Proof.** Suppose a set of pseudonyms $P = \{P_1,P_2,...,P_m\}$ were obtained by an attacker. We are going to prove any of two given pseudonyms, $P_i,P_j$ from $P,$ are indistinguishable while providing functionality.

A $p_{i1}$ (where $p_{i1} = g^{\gamma_i \cdot \Delta_{x_i,s_i(0)}}$) can be simply written as $g^{\gamma_i \cdot n}$, where $r_i$ is a randomly chosen number in $\mathbb{Z}_q$ and $\gamma_i$ denoted as secret part. From $p_{i1}$ and $p_{j1},$ each of them can be also represented as $g^{\gamma_i \cdot \gamma_j}$. Since $g$ is a generator of cyclic group $G,$ $g$ and $\gamma$ are also generator of $\mathbb{G}.$

In this point, two random numbers $r_i$ and $r_j$ are generated using the PRG, thus it has polynomial-time indistinguishability by Definition 3. Therefore, $p_{i1}$ and $p_{j1}$ are indistinguishable under DDH assumption.

In the proposed scheme, users can easily generate a new pseudonyms by changing a random number, and it gives no effect on the functionality of pseudonyms. Users can use a new pseudonym whenever they need to communicate with the OSN server. Therefore, attackers are hard to obtain an information from pseudonyms in polynomial-time. Also, it is hard to obtain a correlation between functional pseudonyms even with a statistical attack due to the indistinguishability.

In addition, an attacker may try to infer an information from pseudonyms and public identities, which are public value and every user in the system can access to that values. Thus, we are going to prove the semantic security of the proposed scheme, in which the attacker cannot infer an information from pseudonyms in polynomial time.

Next, we prove that the security of the functional pseudonym.

**Theorem 2 (Security of Pseudonyms).** Anyone who is not a friend of $U_i,$ he/she cannot notice an originator of $P_i.$

**Proof.** To verify this, we refer a security analysis of the secret sharing scheme, which uses Vandermonde matrix [26].

The secret $\chi$ of a pseudonym, which derived by $(2,n)$ secret sharing can be represented as $f(x) = a(i,0) + a(i,1)x \in \mathbb{Z}_q,$ and $f(0) = \chi.$ The solution for recover $\chi$ can be described by multiplication of the following matrices:

$$\begin{pmatrix} \chi_1 \\ \chi_2 \end{pmatrix} = \begin{pmatrix} 1 & y_1 \\ 1 & y_2 \end{pmatrix} \times \begin{pmatrix} \sum_{i=1}^n a(i,0) \\ \sum_{i=1}^n a(i,1) \end{pmatrix}$$

The second matrix of the equation is well-known Vandermonde matrix which the determinant of the matrix is non-zero. Thus, the coefficients of the matrix $\{\sum_{i=1}^n a(i,0), \sum_{i=1}^n a(i,1)\}$ have a unique solution over $\mathbb{Z}_q.$

If a user $U_k$ who does not belong to the list of friends of $U_i$ tries to recover the secret $\chi,$ it obtains a linear equation: $\chi_1 = \sum_{k=1}^n a(k,0) + y_k \cdot \sum_{k=1}^n a(k,1) \in \mathbb{Z}_q,$ and $\chi_2 = \sum_{k=1}^n a(k,0) + y_k \cdot \sum_{k=1}^n a(k,1) \in \mathbb{Z}_q.$ Since the coefficient matrix of a Vandermonde matrix has a unique solution, above it is stated that two equations derive a unique solution such that $\chi' = f'(0).$ Therefore, any user who is not in friends list cannot recover the secret of a functional pseudonym, thus it cannot notice the originator of it.

By the Theorem 1 and Theorem 2, Polynomial-time indistinguishability of pseudonyms and Security of Pseudonyms, we can argue an attacker cannot obtain any information from pseudonym. Therefore, the proposed scheme preserves location privacy.

For the spatio-temporal relation privacy, we prove the semantic security of functional pseudonym.

**Theorem 3 (Semantic security of functional pseudonym).** The functional pseudonym which proposed in this paper has semantic security, which means that no information can be obtained from functional pseudonyms, and thus attackers cannot obtain information from it in polynomial time.

**Proof.** The only information that a pseudonym has is a set of public identities. Additionally, an attacker can obtain another set of public identities downloaded by the user. Using this information, no information about a social relationship and a identity can be derived from a pseudonym.

Let $\mathcal{O}$ be an oracle which can solve the proposed scheme in polynomial time. The $\mathcal{O}$ is represented as: $\mathcal{O}(q,g,P_i,PI_j),$ where $q$ is $k$-bit prime number, $g$ is a generator of cyclic group generated by $q,$ $P_i$ is pseudonym of the user $U_i,$ and $PI_j$ is public identity of the user $U_j.$ It outputs true if $\mathcal{O}$ can determine $PI_j$ belonging to $P_i,$ in polynomial time, otherwise false. The oracle $\mathcal{O}$ also can be represented as following form: $(q,g,(g^{r_{\alpha}},g^{r_{\gamma}},g^{r_{\Delta}}),g^{\beta}).$
Now, we prove DDH assumption using the $\mathcal{O}$. With $a,b,c$ which are chosen at random in $\mathbb{Z}_q$, it can be represented for the distinguishability of $g^a,g^b,g^{ab}$ as follow: $\mathcal{O}(q,g,(g^0,g^a,g^{ab}),g^b)$. In addition, for the distinguishability of $g^a,g^b,g^{c^2}$, it can be represented as $\mathcal{O}(q,g,(g^0,g^a,g^{c^2}),g^4)$, $\mathcal{O}(q,g,(g^0,g^b,g^{c^2}),g^4)$, and $\mathcal{O}(q,g,(g^0,g^a,g^{c^2}),g^4)$.

Thus, if the proposed scheme is solvable using $\mathcal{O}$, then the DDH is also solvable using $\mathcal{O}$. However, DDH is well-known difficulty and already proven that it is not a polynomial time solvable problem. Therefore, the problem of distinguishing a social relationship in the proposed scheme is as hard as DDH by a reduction.

By the Theorem 2 and 3, we make sure that an attacker cannot obtain a relation information from pseudonyms. Therefore, the proposed scheme preserves spatio-temporal relation privacy.

### B. Efficiency

Differently from previous schemes, the proposed scheme has higher level privacy, which provides location privacy and spatio-temporal privacy at the same time. Thus, a direct comparison of the efficiency, at the same level, between previous schemes and the one presented in this work is not possible. Instead, we provide computational costs of the proposed scheme, and then provide comparison among proximity notification services in terms of characteristics and overheads. Our scheme was designed to provide a proximity notification service which can preserve (a) location privacy and (b) spatio-temporal relation privacy with no pre-established secret, no trusted server, and no encounter. In addition, our scheme does not need to share and manage a secret with friends for proximity notification services.

Table 3 describes summary of comparison result among proximity notification services in terms of characteristics and overheads. Our scheme was designed to provide a proximity notification service which can preserve (a) location privacy and (b) spatio-temporal relation privacy with no pre-established secret, no trusted server, and no encounter. In addition, our scheme does not need to share and manage a secret with friends for proximity notification services.

While the overhead of SMILE and Mobishare schemes is depending on the number of users friends, the overhead of our scheme is depending on the number of users in an interested area. Since a user in our scheme always sends a single request message to search adjacent friends, our scheme is appropriate for a notification proximity service which a user has a numerous friends and less users in an interested area. Our scheme is also possible to control overhead by adjusting a range of interested area.

### VI. Concluding Remarks

This paper presented a privacy preserving location Multi-casting scheme in geosocial networks. In order to solve the dilemma between user’s privacy and providing information to make a social relationship, the proposed scheme designed a functional pseudonym. Using the pseudonym, the user’s identity (and the location) as well as the list of his/her friends can located in a same place at a same time. Regardless a number of friends, a user in SMILE has to store encounter keys for every visited location and every time period. A number of stored keys pile up according as the using time increases. It also caused a problem of searching encounter shared with target participants. Meanwhile, the proposed scheme needs to store exactly the same number of public identities as friends in list and no need to find shared secrets.

In communication perspective, SMILE needs more communication overhead than the proposed scheme. Suppose $n$ number of users. Whenever a user sends a message, it will broadcast to the region where the user located through the server. Thus, every user in the section has to receive the sent message and check if it comes from friends or not. At this point, the problem of searching encounter occurred again. If $k$ users ($1 \leq k \leq n$) is sending messages to find friends in the section, the server has to broadcast $k$ messages, and each user has to receive and check $k$ messages. However, in the proposed scheme, a sent message does not influence other users in the section. The proposed scheme requests a set of user information to the server and checks where the friend is. Therefore, the proposed scheme can drastically reduce communication overhead which is burden to mobile devices.

Situations are similar in series of MobiShare systems [10], [11], [12], [13]. Each pair of user need to share a symmetric key, and this decreases key management efficiency. In terms of finding friends request, a user in MobiShare systems need to make a request message for all users friends. When the user has $f$ friends, the user should compute $f$ request messages using the symmetric keys shared with friends and send $f$ messages to service provider.

### Table II: Computational cost based on four major operations.

$m$ is the number of friends and $n$ is number of users within the area of interest.

<table>
<thead>
<tr>
<th>Operation</th>
<th>Public identity</th>
<th>Pseudonym generation</th>
<th>Checking friends</th>
</tr>
</thead>
<tbody>
<tr>
<td>Exponential</td>
<td>2</td>
<td>4</td>
<td>$n$</td>
</tr>
<tr>
<td>Multiplication</td>
<td>1</td>
<td>$m + 2$</td>
<td>$4 \times n$</td>
</tr>
<tr>
<td>Lagrange coefficient</td>
<td>1</td>
<td>1</td>
<td>$n$</td>
</tr>
<tr>
<td>Hash</td>
<td></td>
<td>1</td>
<td>$n$</td>
</tr>
</tbody>
</table>

Table 3 describes summary of comparison result among proximity notification services in terms of characteristics and overheads.
TABLE III: Comparison of characteristics and overheads in terms of users. \( n \) is the number of friends and \( m \) is number of users within the area of interest.

<table>
<thead>
<tr>
<th>Characteristics</th>
<th>SMILeS</th>
<th>Mobishares</th>
<th>Our scheme</th>
</tr>
</thead>
<tbody>
<tr>
<td>Location privacy</td>
<td>O</td>
<td>O</td>
<td>O</td>
</tr>
<tr>
<td>Spatio-temporal relation privacy</td>
<td>O</td>
<td>X</td>
<td>O</td>
</tr>
<tr>
<td>Encourager based</td>
<td>O</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Search request</td>
<td>( m+1 )</td>
<td>( m+1 )</td>
<td>( 1+n )</td>
</tr>
<tr>
<td>Key storage</td>
<td>( m )</td>
<td>( m )</td>
<td>( 1 )</td>
</tr>
<tr>
<td>Friends confirmation</td>
<td>( 1 )</td>
<td>( 1 )</td>
<td>( 1+n )</td>
</tr>
<tr>
<td>Communication</td>
<td>( m+1 )</td>
<td>( m+1 )</td>
<td>( 1+n )</td>
</tr>
</tbody>
</table>

be protected from unintended parties while each user can send its exact location to the intended friends secretly and privately. The proposed scheme generates a pseudonym based on a set of public identities in a list using Lagrange polynomial for the computational and storage efficiency. The evaluation section shows that the proposed scheme has complete privacy through proof of randomness while providing such a functionality, security and privacy of pseudonyms. Also, the scheme has sufficient efficiency for resource constriction mobile devices.
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